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	1st  Change


1.2	Generic fault supervision management service
[bookmark: _Toc58503296][bookmark: _Toc55227584][bookmark: _Toc52356014][bookmark: _Toc51580751][bookmark: _Toc44001152][bookmark: _Toc35856297][bookmark: _Toc26975424][bookmark: _Toc20494401][bookmark: OLE_LINK15][bookmark: OLE_LINK13][bookmark: OLE_LINK10]11.2.1	Operations and notifications
[bookmark: _Toc20494402][bookmark: _Toc26975425][bookmark: _Toc35856298][bookmark: _Toc44001153][bookmark: _Toc51580752][bookmark: _Toc52356015][bookmark: _Toc55227585][bookmark: _Toc58503297][bookmark: OLE_LINK8][bookmark: _GoBack]11.2.1.1	Operation and notification of fFault supervision data report management service
[bookmark: _Toc58503298][bookmark: _Toc55227586][bookmark: _Toc52356016][bookmark: _Toc51580753][bookmark: _Toc44001154][bookmark: _Toc35856299][bookmark: _Toc26975426][bookmark: _Toc20494403]11.2.1.1.1	subscribe
[bookmark: _Toc58503299][bookmark: _Toc55227587][bookmark: _Toc52356017][bookmark: _Toc51580754][bookmark: _Toc44001155][bookmark: _Toc35856300][bookmark: _Toc26975427][bookmark: _Toc20494404]11.2.1.1.1.1	Definition
A MnS consumer invokes this operation to establish subscription to receive network events via notifications, under the filter constraint specified in this operation.
[bookmark: _Toc35856301][bookmark: _Toc26975428][bookmark: _Toc20494405][bookmark: _Toc58503300][bookmark: _Toc55227588][bookmark: _Toc52356018][bookmark: _Toc51580755][bookmark: _Toc44001156]11.2.1.1.1.2	Input parameters
	Parameter Name
	S
	Information Type / Legal Values
	Comment

	consumerReference
	M
	NtfSubscriber.ntfManagerReference
	It specifies the reference of the authorized MnS consumer to which notifications shall be sent. 

	timeTick
	O
	 NtfSubscription.ntfTimeTick
	It specifies the value of a timer held for the subject management service consumer. 
The value is in unit of whole minute. 
A special infinite value is assumed when parameter is absent or present but equal to zero.

	filter
	O
	This attribute represents the filter of a subscription. 


	It specifies a filter constraint that service providerMnS producer shall use to filter notification of the alarms. 
If this parameter is absent, then no filter constraint shall be applied. 



[bookmark: _Toc35856302][bookmark: _Toc26975429][bookmark: _Toc20494406][bookmark: _Toc58503301][bookmark: _Toc55227589][bookmark: _Toc52356019][bookmark: _Toc51580756][bookmark: _Toc44001157]11.2.1.1.1.3	Output parameters
	Parameter Name
	S
	Matching Information / 
Information Type / Legal Values
	Comment

	subscriptionId
	M
	NtfSubscription.ntfSubscriptionId.
	It holds an unambiguous identity of this subscription.

	status
	M
	ENUM (OperationSucceeded, OperationFailedExistingSubscription, OperationFailed)
	If subscriptionCreated is true, status = OperationSuceeded.
If operation_failed_existing_subscription is true, status = OperationFailedExistingSubscription
If operation_failed is true, status = OperationFailed.



[bookmark: _Toc58503302][bookmark: _Toc55227590][bookmark: _Toc52356020][bookmark: _Toc51580757][bookmark: _Toc44001158][bookmark: _Toc35856303][bookmark: _Toc26975430][bookmark: _Toc20494407]11.2.1.1.1.4	Pre-condition
notificationCategoriesNotAllSubscribed OR notificationCategoriesParameterAbsentAndNotAllSubscribed.
	Assertion Name
	Definition

	notificationCategoriesNotAllSubscribed
	At least one notificationCategory identified in the notificationCategories input parameter is supported by management service producer and is not a member of the ntfNotificationCategorySet attribute of an NtfSubscription which is involved in a subscription relationship with the NtfSubscriber identified by the managerReference input parameter.

	notificationCategoriesParameterAbsentAndNotAllSubscribed
	The notificationCategories input parameter is absent and at least one notificationCategory supported by management service producer is not a member of the ntfNotificationCategorySet attribute of an ntfSsubscription which is involved in a subscription relationship with the NtfSubscriber identified by the managerReference input parameter.



[bookmark: _Toc58503303][bookmark: _Toc55227591][bookmark: _Toc52356021][bookmark: _Toc51580758][bookmark: _Toc44001159][bookmark: _Toc35856304][bookmark: _Toc26975431][bookmark: _Toc20494408]11.2.1.1.1.5	Post-condition
subscriberPossiblyCreated AND subscriptionCreated.
	Assertion Name
	Definition

	subscriberPossiblyCreated
	An NtfSubscriber with an ntfManagerReference attribute equal to the value of the managerReference input parameter is involved in a subscriptionRegistration relationship.

	subscriptionCreated
	An NtfSubscription has been created according to the following rules:
-	ntfSubscriptionState attribute value has been set to "notSuspended";
-	ntfTimeTick attribute value has been set to the value of the timeTick input parameter if This value was higher or equal to 15, or set to 15 if this parameter value was between 1 and 15, or set to a special infinite value if the parameter value was lower or equal to 0 or if parameter was absent;
-	ntfTimeTickTimer has been reset with the value of timeTick attribute;
-	ntfFilter attribute value has been set to the value of the filter input parameter if present;
-	NtfSubscription is involved in a subscription relationship with the NtfSubscriber identified by the managerReference input parameter;
-	attribute ntfNotificationCategorySet of NtfSubscription contains EITHER the notification categories identified by the notificationCategories input parameter that were not already contained in the ntfNotificationCategorySet attribute of other NtfSubscription of the same NtfSubscriber identified by the managerReference input parameter OR if notificationCategories input parameter is absent, all notification categories supported by management service producer that were not already contained in the ntfNotificationCategorySet attribute of other subscriptions of the same NtfSubscriber identified by the managerReference input parameter.



[bookmark: _Toc58503304][bookmark: _Toc55227592][bookmark: _Toc52356022][bookmark: _Toc51580759][bookmark: _Toc44001160][bookmark: _Toc35856305][bookmark: _Toc26975432][bookmark: _Toc20494409]11.2.1.1.1.6	Exceptions
	Name
	Definition

	operation_failed_existing_subscription
	Condition: (notificationCategoriesNotAllSubscribed OR notificationCategoriesParameterAbsentAndNotAllSubscribed) not true
Returned Information: The output parameter status
Exit state: Entry State

	operation_failed
	Condition: Post-condition is false
Returned Information: The output parameter status
Exit state: Entry State



[bookmark: _Toc58503305][bookmark: _Toc55227593][bookmark: _Toc52356023][bookmark: _Toc51580760][bookmark: _Toc44001161][bookmark: _Toc35856306][bookmark: _Toc26975433][bookmark: _Toc20494410]11.2.1.1.2		unsubscribe
[bookmark: _Toc58503306][bookmark: _Toc55227594][bookmark: _Toc52356024][bookmark: _Toc51580761][bookmark: _Toc44001162][bookmark: _Toc35856307][bookmark: _Toc26975434][bookmark: _Toc20494411]11.2.1.1.2.1	Definition
A MnS consumer invokes this operation to cancel subscriptions. The MnS consumer can cancel one subscription made with a consumerReference by providing the corresponding subscriptionId or all subscriptions made with the same consumerReference by leaving the subscriptionId parameter absent.
[bookmark: _Toc58503307][bookmark: _Toc55227595][bookmark: _Toc52356025][bookmark: _Toc51580762][bookmark: _Toc44001163][bookmark: _Toc35856308][bookmark: _Toc26975435][bookmark: _Toc20494412]11.2.1.1.2.2	Input parameters
	Parameter Name
	S
	Information Type / Legal Values
	Comment

	consumerReference
	M
	DN
	It specifies the reference of the MnS consumer to which notifications shall be sent. 

	subscriptionId
	O
	A unique identifier that is SS dependent.
	It holds a subscriptionId carried as the output parameter in the subscribe operation. 



[bookmark: _Toc58503308][bookmark: _Toc55227596][bookmark: _Toc52356026][bookmark: _Toc51580763][bookmark: _Toc44001164][bookmark: _Toc35856309][bookmark: _Toc26975436][bookmark: _Toc20494413]11.2.1.1.2.3	Output parameters
	Parameter Name
	S
	Matching Information / 
Information Type / Legal Values
	Comment

	status
	M
	ENUM (OperationSucceeded, OperationFailed)
	If (subscriptionDeleted OR allSubscriptionDeleted) is true, status = OperationSucceeded.
If operation_failed is true, status = OperationFailed.



[bookmark: _Toc58503309][bookmark: _Toc55227597][bookmark: _Toc52356027][bookmark: _Toc51580764][bookmark: _Toc44001165][bookmark: _Toc35856310][bookmark: _Toc26975437][bookmark: _Toc20494414]11.2.1.1.2.4	Pre-condition
validSubscriptionId&ManagerReference OR SubscriptionIdAbsent&ValidManagerReference.
	Assertion Name
	Definition

	validSubscriptionId&ManagerReference
	The NtfSubscription identified by subscriptionId input parameter is involved in a subscription relationship with the NtfSubscriber identified by the managerReference input parameter.

	subscriptionIdAbsent&ValidManagerReference
	The subscriptionId input parameter is absent and the NtfSubscriber identified by the managerReference input parameter exists.



[bookmark: _Toc58503310][bookmark: _Toc55227598][bookmark: _Toc52356028][bookmark: _Toc51580765][bookmark: _Toc44001166][bookmark: _Toc35856311][bookmark: _Toc26975438][bookmark: _Toc20494415]11.2.1.1.2.5	Post-condition
subscriptionDeleted OR allSubscriptionDeleted.
	Assertion Name
	Definition

	subscriptionDeleted
	The NtfSubscription identified by subscriptionId input parameter is no more involved in a subscription relationship with the NtfSubscriber identified by the managerReference input parameter and has been deleted. If this NtfSubscriber has no more NtfSubscription, it is deleted as well.

	allSubscriptionDeleted
	"In the case subscriptionId input parameter was absent, the NtfSubscriber identified by the managerReference input parameter is no more involved in any subscription relationship and is deleted, the corresponding NtfSubscription have been deleted as well.



[bookmark: _Toc58503311][bookmark: _Toc55227599][bookmark: _Toc52356029][bookmark: _Toc51580766][bookmark: _Toc44001167][bookmark: _Toc35856312][bookmark: _Toc26975439][bookmark: _Toc20494416]11.2.1.1.2.6	Exceptions
	Name
	Definition

	operation_failed
	Condition: Pre-condition is false or post-condition is false
Returned Information: The output parameter status
Exit state: Entry State



[bookmark: _Toc58503312][bookmark: _Toc55227600][bookmark: _Toc52356030][bookmark: _Toc51580767][bookmark: _Toc44001168][bookmark: _Toc35856313][bookmark: _Toc26975440][bookmark: _Toc20494417]11.2.1.1.3		getAlarmList
[bookmark: _Toc58503313][bookmark: _Toc55227601][bookmark: _Toc52356031][bookmark: _Toc51580768][bookmark: _Toc44001169][bookmark: _Toc35856314][bookmark: _Toc26975441][bookmark: _Toc20494418]11.2.1.1.3.1	Definition
A MnS consumer invokes this operation to request the MnS producer to provide either the complete list of AlarmInformation instances in the AlarmList or only a part of this list (partial alarm alignment).
The parameters baseObjectClass and baseObjectInstance are used to identify the part of the alarm list to be returned. If they are absent, then the complete alarm list shall be provided (full alarm alignment). If they identify a particular class instance, then only a) the AlarmInformation instances related to this class instance and b) the AlarmInformation instances related to the subordinate class instances of this class instance shall be provided (partial alarm alignment). An instance-a is said to be subordinate to instance-b if the DN of the latter is part of the DN of the former.
There are two modes of operation. One mode is synchronous. In this mode, the list of AlarmInformation instances in AlarmList is returned synchronously with the operation. The other mode is asynchronous. In this mode, the list of AlarmInformation instances is returned via alarm notifications. In asynchronous mode of operation, the only information returned synchronously is the status of the operation. A method allowing to abort an ongoing alarm alignment process shall be available in the asynchronous mode. The mode of operation to be used is determined by means outside the scope of specification. To use asynchronous mode, the authorized consumer needs to have established a subscription via the subscribe operation.
[bookmark: _Toc58503314][bookmark: _Toc55227602][bookmark: _Toc52356032][bookmark: _Toc51580769][bookmark: _Toc44001170][bookmark: _Toc35856315][bookmark: _Toc26975442][bookmark: _Toc20494419]11.2.1.1.3.2	Input parameters
	Parameter Name
	S
	Information Type / Legal Values
	Comment

	alarmAckState
	O
	ENUM (all alarms, all active alarms, all active and acknowledged alarms, all active and unacknowledged, all Cleared and unacknowledged alarms, all unacknowledged)
	It carries a constraint. The FaultSupervision MnS producer shall apply it on AlarmInformation instances in AlarmList when constructing its output parameter AlarmInformationList.

	baseObjectClass
	O, see note 1
	This parameter is either absent or carries the object class of a certain class.
	See how this attribute is used to support full alarm alignment and partial alarm alignment in 11.1.2.3.3.1.
See note 2.

	baseObjectInstance
	O, see note 1
	This parameter is either absent or carries the DN of a certain class instance.
	See how this attribute is used to support full alarm alignment and partial alarm alignment in 11.1.2.3.3.1.
See note 2.

	filter
	O
	N/A
	It carries a filter constraint. 
If the filter is present, the service providerMnS producer shall apply it on AlarmInformation instances in AlarmList when constructing its output parameter AlarmInformationList.
If the filter is not present, all of the AlarmInformation instances included by the scope are selected.

	NOTE 1:	If the notification notifyAlarmListRebuilt supports indicating that only a part of the alarm list has been rebuilt then the operation getAlarmList shall support partial alarm alignment.
NOTE 2:	The legal values of the parameters baseObjectClass and baseObjectInstance are restricted to those carried by the parameters baseObjectClass and baseObjectInstance in the recent notifyAlarmListRebuilt notifications. The timeline for "recent" is vendor-specific.




[bookmark: _Toc58503315][bookmark: _Toc55227603][bookmark: _Toc52356033][bookmark: _Toc51580770][bookmark: _Toc44001171][bookmark: _Toc35856316][bookmark: _Toc26975443][bookmark: _Toc20494420]11.2.1.1.3.3	Output parameters
Table 11.2.1.1.3.3-1: Output parameters for the operation getAlarmList
	Parameter Name
	S
	Matching Information / 
Information Type / Legal Values
	Comment

	alarmInformationList
	M

	List of AlarmInformation.
	It carries the requested AlarmInformation instances.

Case when synchronous mode of operation is used:
(a) The service providerMnS producer shall apply the constraints expressed in alarmAckState and filter to AlarmInformation instances when constructing this output parameter.

Case when asynchronous mode of operation is used (i.e. this output parameter is conveyed via notifications):

(a) If the filter parameter is present, the service providerMnS producer shall apply the constraint when constructing this output parameter. Furthermore, if the alarmAckState constraint is present, the service provideMnS producerr shall apply that constraint as well. The filter constraint, if any, that is currently active in the notification channel is not used for the construction of this output parameter. 

(b) If the filter parameter is absent, the service providerMnS producer shall apply the filter constraint currently active in the notification channel when constructing this output parameter. If the alarmAckState constraint is present, the service providerMnS producer shall apply that constraint as well.

	status
	M
	ENUM (OperationSucceeded, OperationFailed)
	If all the AlarmInformation are returned, status = OperationSucceeded.
If operation is failed, status = OperationFailed.



The following table defines an item of alarmInformationList.
Table 11.2.1.1.3.3-2: Definition of an item of alarmInformationList
	Parameter name
	S
	Matching information
	Comment

	objectClass,
objectInstance
	M
	MonitoredEntity.objectClass,
MonitoredEntity.objectInstance
	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation.

	notificationId
	M
	AlarmInformation.notificationId
	

	notificationType
	M
	"notifyNewAlarm" 
or 
"notifyChangedAlarm"
or 
"notifyClearedAlarm"
	The parameter carries

- notifyNewAlarm in case the alarm has not yet changed and has not yet been cleared.
- notifyChangedAlarm in case the alarm has changed but has not yet been cleared.
- notifyClearedAlarm in case the alarm has been cleared but not yet acknowledged.

	eventTime
	O
	AlarmInformation.alarmRaisedTime or 
AlarmInformation.alarmChangedTime or
AlarmInformation.alarmClearedTime
	The parameter carries the

-	alarmRaisedTime in case notificationType carries notifyNewAlarm
-	alarmChangedTime in case notificationType carries notifyChangedAlarm
-	alarmClearedTime in case notificationType carries notifyClearedAlarm


	systemDN
	M
	--
	

	alarmId
	M
	AlarmInformation.alarmId
	

	[objectClass],
[objectInstance]
	n/a
	MonitoredEntity.objectClass,
MonitoredEntity.objectInstance
	Parmeter identical to the first parameter in this list, shown here to clarify all elements of AlarmInformation are present

	[notificationId]
	n/a
	AlarmInformation.notificationId
	Parmeter identical to the second parameter in this list, shown here to clarify all elements of AlarmInformation are present

	alarmRaisedTime
	M
	AlarmInformation.alarmRaisedTime
	

	alarmChangedTime
	O
	AlarmInformation.alarmChangedTime
	not applicable if the severity of related alarm was not changed


	alarmClearedTime
	M
	AlarmInformation.alarmClearedTime
	not applicable if related alarm was not cleared


	alarmType
	M
	AlarmInformation.alarmType
	

	probableCause
	M
	AlarmInformation.probableCause
	

	specificProblem
	O
	AlarmInformation.specificProblem
	

	perceivedSeverity
	M
	AlarmInformation.perceivedSeverity
	

	backedUpStatus
	O
	AlarmInformation.backedUpStatus
	not applicable if related alarm is a security alarm

	backUpObject
	O
	MonitoredEntity.objectInstance
	The MonitoredEntity is identified by relation-BackUpObject-AlarmInformation.

Not applicable if related alarm is a security alarm

	trendIndication
	O
	AlarmInformation.trendIndication
	not applicable if related alarm is a security alarm

	thresholdInfo
	O
	AlarmInformation.thresholdInfo
	not applicable if related alarm is a security alarm

	correlatedNotifications
	O
	The set of CorrelatedNotification instances related to this AlarmInformation.
	

	stateChangeDefinition
	O
	AlarmInformation.stateChange
	not applicable if related alarm is a security alarm

	monitoredAttributes
	O
	AlarmInformation.monitoredAttributes
	not applicable if related alarm is a security alarm

	proposedRepairActions
	O
	AlarmInformation.proposedRepairActions
	not applicable if related alarm is a security alarm

	additionalText
	O
	AlarmInformation.additionalText
	

	additionalInformation
	O
	AlarmInformation.additionalInformation 
	

	rootCauseIndicator
	O
	AlarmInformation.rootCauseIndicator
	

	ackTime
	M
	AlarmInformation.ackTime
	not applicable if related alarm was not acknowledged nor unacknowledged

The availability and accuracy of time carried by the time parameters in individual entries of the list (i.e. eventTime, alarmRaisedTime, alarmClearedTime and ackTime) shall be "best effort". 
Reason: A Management System is not required to persistently store these times or other alarm information (as in case of synchronization information may be provided by the NE), while also some NE's do not keep these times (and a later attempt to retrieve the alarm data from the NEs will not deliver these time data).

	ackUserId
	M
	AlarmInformation.ackUserId
	not applicable if related alarm was not acknowledged nor unacknowledged

	ackSystemId
	O
	AlarmInformation.ackSystemId
	not applicable if related alarm was not acknowledged nor unacknowledged

	ackState
	M
	AlarmInformation.ackState
	not applicable if related alarm was not acknowledged nor unacknowledged

	clearUserId
	O
	AlarmInformation.clearUserId
	not applicable if related alarm was not cleared

	clearSystemId
	O
	AlarmInformation.clearSystemId
	not applicable if related alarm was not cleared

	serviceUser
	M
	AlarmInformation.serviceUser
	not applicable if related alarm is not a security alarm

	serviceProvider
	M
	AlarmInformation.serviceProvider 
	not applicable if related alarm is not a security alarm

	securityAlarmDetector
	M
	AlarmInformation.securityAlarmDetector
	not applicable if related alarm is not a security alarm

	comments
	M
	The set of Comment instances related to this AlarmInformation.
	Not applicable if the related alarm has no related comments



[bookmark: _Toc35856317][bookmark: _Toc26975444][bookmark: _Toc20494421][bookmark: _Toc58503316][bookmark: _Toc55227604][bookmark: _Toc52356034][bookmark: _Toc51580771][bookmark: _Toc44001172]11.2.1.1.3.4	Exceptions and constraints
	Exception Name
	Definition

	operation_failed
	Condition: Operation is failed
Returned Information: The output parameter status
Exit state: Entry State



[bookmark: _Toc58503317][bookmark: _Toc55227605][bookmark: _Toc52356035][bookmark: _Toc51580772][bookmark: _Toc44001173][bookmark: _Toc35856318][bookmark: _Toc26975445][bookmark: _Toc20494422]11.2.1.1.4	notifyNewAlarm
[bookmark: _Toc58503318][bookmark: _Toc55227606][bookmark: _Toc52356036][bookmark: _Toc51580773][bookmark: _Toc44001174][bookmark: _Toc35856319][bookmark: _Toc26975446][bookmark: _Toc20494423]11.2.1.1.4.1	Definition
This notification is generated by the MnS producer when a new AlarmInformation is added to the AlarmList. The notification parameters depend on the alarmType and are different for non-security and security alarms.
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The notifyNewAlarm notification is defined by Table 11.2.1.1.4.2-1, if the alarmType is equal to  "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm".

Table 11.2.1.1.4.2-1: Input parameters for notifications related to non-security alarms
	Parameter Name
	Qualifier
	Matching Information/ Information Type / Legal Values
	Comment

	objectClass
	M
	MonitoredEntity.objectClass 

	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	objectInstance
	M
	MonitoredEntity.objectInstance

	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	notificationId
	M
	--
	

	notificationType
	M
	"notifyNewAlarm"
	

	eventTime
	M
	AlarmInformation.alarmRaisedTime
	

	systemDN
	M
	--
	

	alarmId
	M
	AlarmInformation.alarmId
	

	alarmType
	M
	AlarmInformation.alarmType
	

	probableCause
	M
	AlarmInformation.probableCause
	

	perceivedSeverity
	M
	AlarmInformation.perceivedSeverity
	

	specificProblem
	O
	AlarmInformation.specificProblem
	

	backedUpStatus
	O
	AlarmInformation.backedUpStatus
	

	backUpObject
	O
	MonitoredEntity.objectInstance 
It carries the DN of the back up object.
	The object is identified by relation-BackUpObject-AlarmInformation of the new AlarmInformation.

	trendIndication
	O
	AlarmInformation.trendIndication
	

	thresholdInfo
	O
	AlarmInformation.thresholdInfo
	

	correlatedNotifications
	O
	The CorrelatedNotification instances related to this AlarmInformation.
	

	stateChangeDefinition
	O
	AlarmInformation.stateChangeDefinition 
	

	monitoredAttributes
	O
	AlarmInformation.monitoredAttributes
	

	proposedRepairActions
	O
	AlarmInformaton.proposedRepairActions
	

	additionalText
	O
	AlarmInformation.additionalText
	

	additionalInformation
	O
	AlarmInformation.additionalInformation
	

	rootCauseIndicator
	O
	AlarmInformation.rootCauseIndicator
	


[bookmark: _Toc58503320][bookmark: _Toc55227608][bookmark: _Toc52356038][bookmark: _Toc51580775][bookmark: _Toc44001176]
11.2.1.1.4.2a	Input parameters for notifications related to non-security alarms
The notifyNewAlarm notification is defined by Table 11.2.1.1.4.2a-1, if the alarmType is equal to "Integrity Violation", "Operational Violation", "Physical Violation", "Security Service or Mechanism Violation" or "Time Domain Violation".
Table 11.2.1.1.4.2a-1: Input parameters for notifications related to security alarms
	Parameter Name
	Qualifier
	Matching Information/ Information Type / Legal Values
	Comment

	objectClass
	M
	MonitoredEntity.objectClass 

	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	objectInstance
	M
	MonitoredEntity.objectInstance

	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	notificationId
	M
	--
	

	notificationType
	M
	"notifyNewAlarm"
	

	eventTime
	M
	AlarmInformation.alarmRaisedTime
	

	systemDN
	M
	--
	

	alarmId
	M
	AlarmInformation.alarmId
	

	alarmType
	M
	AlarmInformation.alarmType
	

	probableCause
	M
	AlarmInformation.probableCause
	

	perceivedSeverity
	M
	AlarmInformation.perceivedSeverity
	

	correlatedNotifications
	O
	The set of CorrelatedNotification related to this AlarmInformation.
	

	additionalText
	O
	AlarmInformation.additionalText
	

	additionalInformation
	O
	AlarmInformation.additionalInformation
	

	rootCauseIndicator
	O
	AlarmIngormation.rootCauseIndicator
	

	serviceUser
	M
	AlarmInformation.securityServiceUser
	This may contain no information if the identify of the service-user (requesting the service) is not known.

	serviceProvider
	M
	AlarmInformation.securityServiceProvider
	This shall always identify the service-provider receiving a service request, from serviceUser, that provokes the security alarm. 

	securityAlarmDetector
	M
	AlarmInformation.securityAlarmDetector
	This may contain no information if the detector of the security alarm is the serviceProvider.
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noMatchedAlarm.
	Assertion Name
	Definition

	noMatchedAlarm
	AlarmList does not contain an AlarmInformation that has the following properties:
Its matching-criteria-attributes values are identical to that of the newly generated network alarm and it is involved in relation-AlarmObject-AlarmInformation with the same MonitoredEntity as the one identified by the newly generated network alarm.
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newAlarmInAlarmList.
	Assertion Name
	Definition

	newAlarmInAlarmList
	AlarmList contains an AlarmInformation holding information conveyed by the newly generated network alarm. This AlarmInformation is involved in relation-AlarmObject-AlarmInformation with the same MonitoredEntity as the one identified by the newly generated network alarm. 

The following attributes of the AlarmInformation shall be populated with information in the newly generated alarm:
notificationId, alarmRaisedTime, alarmId, alarmType, , probableCause, perceivedSeverity.

The following attributes of the same AlarmInformation shall be populated with information of the newly generated alarm if the information is present (in the newly generated alarm) and if the attribute is supported:
specificProblem, backedUpStatus, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation.
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This notification is generated by the MnS producer when the perceivedSeverity of an existing AlarmInformation changes (except to the value "CLEARED").
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	Parameter Name
	S
	Matching Information/ Information Type / Legal Values
	Comment

	objectClass
	M
	MonitoredEntity.objectClass 

	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation. 

	objectInstance
	M
	MonitoredEntity.objectInstance

	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation. 

	notificationId
	M
	--
	

	notificationType
	M
	"notifyChangedAlarm"
	

	eventTime
	M
	AlarmInformation.alarmChangedTime
	

	systemDN
	M
	--
	

	alarmId
	M
	AlarmInformation.alarmId
	

	alarmType
	M
	AlarmInformation.alarmType
	

	probableCause
	M
	AlarmInformation.probableCause
	

	perceivedSeverity
	M
	AlarmInformation.perceivedSeverity
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alarmMatched AND alarmNotCleared AND alarmChanged.
	Assertion Name
	Definition

	alarmMatched
	The matching-criteria-attributes of the newly generated network alarm has values that are identical (matches) with ones in one AlarmInformation in AlarmList. 

	alarmNotCleared
	The perceivedSeverity of the newly generated network alarm is not Cleared.

	alarmChanged
	The perceivedSeverity of the newly generated network alarm and of the matched AlarmInformation are different. 
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informationUpdate.
	Assertion Name
	Definition

	informationUpdate
	The AlarmInformation identified in alarmMatched in from-state has been updated according to the following rules: 
- notificationId is updated;
- alarmChangedTime is updated;
- perceivedSeverity is updated;
- ackTime, ackUserId and ackSystemId are updated to contain no information;
- ackState is updated to "unacknowledged";
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This notification is generated by the MnS producer when the AlarmList has been completely or partially rebuilt.
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	Parameter Name
	S
	Legal type
	Comment

	objectClass
	M
	--
	Identifies, together with the objectInstance parameter, the part of the alarm list that has been rebuilt.

If this paramter specifies the class of the instance carried in systemDN, then all AlarmInformation instances in the AlarmList may have been rebuilt.

If this parameter specifies some class represented by MonitoredEntity, then a subset of the AlarmInformation instances in the AlarmList may have been rebuilt.

	objectInstance
	M
	--
	Identifies, together with the objetClass parameter, the part of the alarm list that has been rebuilt.

If this parameter is equal to the instance carried in systemDN, then all AlarmInformation instances in the AlarmList may have been rebuilt.

If this parameter is equal to some instance represented by MonitoredEntity, then only AlarmInformation related to this instance and its descendants may have been rebuilt..

	notificationId
	M
	--
	--

	notificationType
	M
	"notifyAlarmListRebuilt"
	

	eventTime
	M
	--
	The time when the alarm list has been rebuilt.

	systemDN	
	M
	--
	It identifies the DN of service providersMnS producer.

	reason
	M
	"System-NE communication error", "System restarts", "indeterminate". Other values can be added.
	The reason why the system has rebuilt the AlarmList. This may carry different reasons than that carried by the immediate previous notifyPotentialFaultyAlarmList.

	alarmListAlignmentRequirement
	O
	"alignmentRequired", "alignmentNotRequired".
	It carries an enumeration of "alignmentRequired" and "alignmentNotRequired".
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alarmListRebuilt_0 OR alarmListRebuilt_1.
	Assertion Name
	Definition

	alarmListRebuilt_0
	Provider MnS producer has cold-started, initialized, re-initialized or rebooted and it has initiated procedure to rebuild its AlarmList.

	alarmListRebuilt_1
	Provider MnS producer loses confidence in part or whole of its AlarmList. Provider MnS producer has initiated procedure to repair its AlarmList.
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alarmListRebuilt_2.
	Assertion Name
	Definition

	alarmListRebuilt_2
	Provider MnS producer rebuilds the whole or part of AlarmList. 
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This notification is generated by the MnS producer when the set of CorrelatedNotification is created, updated or deleted.
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	Parameter Name
	S
	Matching Information/ Information Type / Legal Values
	Comment

	objectClass
	M
	MonitoredEntity.objectClass 

	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation. 

	objectInstance
	M
	MonitoredEntity.objectInstance

	The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation. 

	notificationId
	M
	--
	

	notificationType
	M
	"notifyCorrelatedNotificationChanged"
	

	eventTime
	M
	It carries the time when the CorrelatedNotification is created, updated or deleted.
	

	systemDN
	M
	--
	

	alarmId
	M
	AlarmInformation.alarmId
	

	correlatedNotifications
	M
	The CorrelatedNotification instances related to this AlarmInformation.
	

	rootCauseIndicator
	O
	AlarmInformation.rootCauseIndicator
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newAlarmCorrelationInfoIsAvailable AND alarmInformationExists.
	Assertion Name
	Definition

	newAlarmCorrelationInfoIsAvailable
	New alarm correlation information is available but not yet conveyed to any consumer.

	alarmInformationExists
	The AlarmInformation is in AlarmList.
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alarmCorrelatedInfoUpdated.
	Assertion Name
	Definition

	alarmCorrelatedInfoUpdated
	The set of CorrelatedNotification network slice instances is created, updated or deleted.
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A MnS consumer invokes this operation to get the number of alarms in the alarm list. The alarms are counted separately for each perceived severity level. An input parameter allows to control which alarms are counted. 
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	Name
	S
	Information Type
	Comment

	filter
	O
	N/A
	It carries a filter constraint. The operation shall apply it when counting the AlarmInformation instances in AlarmList.
Case when synchronous mode of operation is used for getAlarmList:
(a) If this parameter is present, the operation shall count the AlarmInformation instances which satisfy both (a) this filter constraint and (b) the condition set by input parameter alarmAckState.
(b) If this parameter is absent, the operation shall count all AlarmInformation instances that satisfy the condition set by input parameter alarmAckState.

Case when asynchronous mode of operation is used for getAlarmList:
(a) If this parameter is present, the operation shall count all AlarmInformation instances that satisfy this filter constraint and the condition set by input parameter alarmAckState.
(b) If this parameter is absent, the operation shall count AlarmInformation instances that satisfy (a) the filter constraint currently active in the notification channel established between the authorized MnS consumer and the service provideMnS producer and (b) the condition set by input parameter alarmAckState.

	alarmAckState
	O
	ENUM (all alarms, all active alarms, all active and acknowledged alarms, all active and unacknowledged, all cleared and unacknowledged alarms, all unacknowledged)
	It carries a constraint. The operation shall apply it on AlarmInformation instances in AlarmList when counting.
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	Name
	S
	Matching Information
	Comment

	criticalCount, majorCount, minorCount, warningCount, indeterminateCount, clearedCount
	M
	N/A
	They carry the number of AlarmInformation in AlarmList that has the following properties.
Case when synchronous mode of operation is used:
(a) The operation shall apply the constraints expressed in alarmAckState and filter to AlarmInformation instances when counting.

Case when asynchronous mode of operation is used (i.e. this output parameter is conveyed via notifications):
(a) If the filter parameter is present, the operation shall apply the constraint when counting. Furthermore, if the alarmAckState constraint is present, the operation shall apply that constraint as well. The filter constraint, if any, that is currently active in the notification channel is not used for the counting.

(b) If the filter parameter is absent, the operation shall apply the filter constraint currently active in the notification channel when counting. If the alarmAckState constraint is present, the operation shall apply that constraint as well.

	status
	M
	ENUM (OperationSucceeded, OperationFailed)
	If allAlarmInformationCounted is true, status = OperationSucceeded.
If operation_failed is true, status = OperationFailed.
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There are no pre-conditions.
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allAlarmInformationCounted.
	Assertion Name
	Definition

	allAlarmInformationCounted
	All AlarmInformation that satisfy the constraints expressed in input parameters filter and alarmAckState and are present in the AlarmList at the moment of this operation invocation are counted and the result returned. 
All AlarmInformation in AlarmList remains unchanged as the result of this operation. 



[bookmark: _Toc58503348][bookmark: _Toc55227636][bookmark: _Toc52356066][bookmark: _Toc51580803][bookmark: _Toc44001204][bookmark: _Toc35856348][bookmark: _Toc26975475][bookmark: _Toc20494452]11.2.1.1.8.6	Exceptions
	Name
	Definition

	operation_failed
	Condition: the pre-condition is false or the post-condition is true.
Returned Information: The output parameter status.
Exit state: Entry state.

	filter_complexity_limit
	Condition: Operation not performed because the filter parameter is too complex. 
Returned Information: The output parameter status.
Exit state: Entry state.
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A MnS consumer invokes this operation to set a comment in one or more AlarmInformation instances in AlarmList.
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	Name
	S
	Information Type
	Comment

	alarmInformation ReferenceList
	M
	List of AlarmInformation.alarmId
	It carries one or more identifiers identifying AlarmInformation instances in the AlarmList. 

	commentUserId
	M
	Comment.commentUserId  
	The Comment is identified by the relation-AlarmInformation-Comment.

	commentSystemId
	O
	Comment.commentSystemId  
	The Comment is identified by the relation-AlarmInformation-Comment.

	commentText
	M
	Comment.commentText  
	The Comment is identified by the relation-AlarmInformation-Comment.
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	Name
	Qualifier
	Matching Information
	Comment

	badAlarm Information ReferenceList
	M
	List of pair of AlarmInformation.alarmId and the failure reason.
	If allUpdated is true, it contains no information.
If someUpdated is true, then it contains identifications of AlarmInformation that are not present in AlarmList or that they are present, but AlarmInformation.comments has not changed, in contrast to authorized consumer's request. 

	status
	M
	ENUM(
Operation succeeded,
Operation failed,
Operation partially failed)
	If allUpdated is true, then status = OperationSucceeded. 
If someUpdated is true, then status = OperationPartiallyFailed.
If exception operationFailed is raised, then status = OperationFailed.
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The MnS consumer invokes this operation to acknowledge one or more alarms.
When this operation is not supported, the MnS producer shall support acknowledging alarms.
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	Parameter Name
	S
	Information Type / Legal Values
	Comment

	alarmInformationReferenceList
	M
	SET OF SEQUENCE {
  AlarmInformation.alarmId (M)
  AlarmInformation.perceivedSeverity (O)
}
	It identifies the alarms to be acknowledged. If an alarm id is qualified with an optional perceived severity, the alarm shall be acknowledged only when the perceived severity in the alarm list matches the perceived severity provided in the operation request.

	ackUserId
	M
	AlarmInformation.ackUserId
	The identifier of the user acknowledgeding the alarm.

	ackSystemId
	O
	AlarmInformation.ackSystemId
	The identifier of the system where the acknowledgement request was originated.
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	Parameter Name
	S
	Matching Information / 
Information Type / Legal Values
	Comment

	badAlarm Information ReferenceList
	M
	SET OF SEQUENCE {
  AlarmInformation.alarmId (M)
  errorReason (M)
}

errorReason ::= ENUM {
  UnknownAlarmId,
  AcknowledgmentFailed,
  WrongPerceivedSeverity
}
	If all alarms are acknowledged, it contains no information.
If only some alarms are acknowledged, then it contains identifications of AlarmInformation that are

(a) present in input parameter AlarmInformationReferenceList but  absent in the AlarmList (errorReason = UnknownAlarmId; or

(b) present in input parameter AlarmInformationReferenceList and  present in the AlarmList but the Acknowledgement Information (see note below table) has not changed despite the consumer's request (errorReason = AcknowledgmentFailed); or

(c) present in input parameter AlarmInformationReferenceList and  present in the AlarmList but the perceivedSeverity to be acknowledged has changed and/or is different in the Alarm List (ErrorReason = WrongPerceivedSeverity), applicable only if perceivedSeverity is provided. 

	status
	M
	ENUM {
  OperationSucceeded,
  OperationPartiallySucceeded,
  OperationFailed
}
	If all alarms acknowledged, then 
status = OperationSucceeded.

If some alarms are acknowledged, then status = OperationPartiallySuceeded.

If operation failed is true, then 
status = OperationFailed.



NOTE:	Acknowledgement Information is defined as the information contained in AlarmInformation.ackTime, AlarmInformation.ackUserId, AlarmInformaton.ackSystemId, AlarmInformation.ackState.
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	Exception Name
	Definition

	operation_failed
	Condition: Operation is failed
Returned Information: The output parameter status
Exit state: Entry State
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The MnS consumer invokes this operation to remove acknowledgement information kept in one or more AlarmInformation instances.
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	Parameter Name
	S
	Information Type / Legal Values
	Comment

	alarmInformationReferenceList
	M
	List of AlarmInformation.alarmId
	It carries one or more identifiers identifying AlarmInformation in AlarmList. 

	ackUserId
	M
	AlarmInformation.ackUserId
	The identifier of the user unacknowledgeding the alarm.

	ackSystemId
	O
	AlarmInformation.ackSystemId
	The identifier of the system where the acknowledgement request was originated.



[bookmark: _Toc35856362][bookmark: _Toc26975489][bookmark: _Toc20494462][bookmark: _Toc58503362][bookmark: _Toc55227650][bookmark: _Toc52356080][bookmark: _Toc51580817][bookmark: _Toc44001218]11.2.1.2.2.3	Output parameters
	Parameter Name
	Support Qualifier
	Matching Information / 
Information Type / Legal Values
	Comment

	badAlarmInformation
ReferenceList
	M
	SET OF SEQUENCE {
  AlarmInformation.alarmId (M)
  errorReason (M)
}

errorReason ::= ENUM {
  UnknownAlarmId,
  AcknowledgmentFailed,
  WrongPerceivedSeverity,
}
	If all alarms are acknowledged, it contains no information.

If only some alarms are acknowledged, then it contains identifications of AlarmInformation that are

(a) present in input parameter AlarmInformationReferenceList but absent in the AlarmList (errorReason = UnknownAlarmId; or

(b) present in input parameter AlarmInformationReferenceList and present in the AlarmList but the Acknowledgement Information (see note below table) has not changed despite the consumer's request (errorReason = AcknowledgmentFailed); or

(c) present in input parameter AlarmInformationReferenceList and present in the AlarmList but the perceivedSeverity to be acknowledged has changed and/or is different in the Alarm List (ErrorReason = WrongPerceivedSeverity), applicable only if perceivedSeverity is provided.

	status
	M
	ENUM {
  OperationSucceeded,
  OperationPartiallySucceeded,
  OperationFailed
	If all alarms acknowledged, then 
status = OperationSucceeded.

If some alarms are acknowledged, then
status = OperationPartiallySuceeded.

If operation failed is true, then 
status = OperationFailed.



NOTE:	Acknowledgement Information is defined as the information contained in AlarmInformation.ackTime, AlarmInformation.ackUserId, AlarmInformaton.ackSystemId, AlarmInformation.ackState.

[bookmark: _Toc58503363][bookmark: _Toc55227651][bookmark: _Toc52356081][bookmark: _Toc51580818][bookmark: _Toc44001219][bookmark: _Toc35856363][bookmark: _Toc26975490][bookmark: _Toc20494463]11.2.1.2.2.4	Exceptions and constraints
	Exception Name
	Definition

	Operation_failed
	Condition: Operation is failed
Returned Information: The output parameter status
Exit state: Entry State



[bookmark: _Toc58503364][bookmark: _Toc55227652][bookmark: _Toc52356082][bookmark: _Toc51580819][bookmark: _Toc44001220][bookmark: _Toc35856364][bookmark: _Toc26975491][bookmark: _Toc20494464]11.2.1.2.3	clearAlarms
[bookmark: _Toc58503365][bookmark: _Toc55227653][bookmark: _Toc52356083][bookmark: _Toc51580820][bookmark: _Toc44001221][bookmark: _Toc35856365][bookmark: _Toc26975492][bookmark: _Toc20494465]11.2.1.2.3.1	Definition
The authorized consumer invokes this operation to clear one or more AlarmInformation instances in AlarmList. For example, this operation can be used to support the manual clearing of the ADMC (automatic detection and manual clearing, see also 3GPP TS 32.111-1 [3]) alarms.
[bookmark: _Toc35856366][bookmark: _Toc26975493][bookmark: _Toc20494466][bookmark: _Toc58503366][bookmark: _Toc55227654][bookmark: _Toc52356084][bookmark: _Toc51580821][bookmark: _Toc44001222]11.2.1.2.3.2	Input parameters
	Parameter Name
	S
	Information Type / Legal Values
	Comment

	alarmInformation ReferenceList
	M
	List of AlarmInformation.alarmId
	It carries one or more identifiers identifying AlarmInformation instances in the AlarmList. 

	clearUserId
	M
	 AlarmInformation.clearUserId 
	It identities the user clearing the alarm.

	clearSystemId
	O
	 AlarmInformation.clearSystemId
	It identifies the authorized consumer. It may be absent implying that consumer does not wish this information be known to the service providerMnS producer.



[bookmark: _Toc35856367][bookmark: _Toc26975494][bookmark: _Toc20494467][bookmark: _Toc58503367][bookmark: _Toc55227655][bookmark: _Toc52356085][bookmark: _Toc51580822][bookmark: _Toc44001223]11.2.1.2.3.3	Output parameters
	Parameter Name
	S
	Matching Information / 
Information Type / Legal Values
	Comment

	badAlarmInformation ReferenceList
	M
	List of pair of AlarmInformation.alarmId and the failure reason.
	If all alarms are cleared, it contains no information.

If some alarms are cleared, then it contains identifications of AlarmInformation that are not present in AlarmList or that are present in AlarmList but remain unchanged, in contrast to consumer's request. 

	status
	M
	ENUM(
OperationSucceeded,
OperationFailed,
OperationPartiallySucceeded)
	If all alarms are cleared, then status = OperationSucceeded. 
If some alarms are cleared, then status = OperationPartiallySucceeded.
If operation is failed, then status = OperationFailed.



[bookmark: _Toc35856368][bookmark: _Toc26975495][bookmark: _Toc20494468][bookmark: _Toc58503368][bookmark: _Toc55227656][bookmark: _Toc52356086][bookmark: _Toc51580823][bookmark: _Toc44001224]11.2.1.2.3.4	Exceptions and constraints
	Exception Name
	Definition

	operation_failed
	Condition: Operation is failed
Returned Information: The output parameter status
Exit state: Entry State



[bookmark: _Toc58503369][bookmark: _Toc55227657][bookmark: _Toc52356087][bookmark: _Toc51580824][bookmark: _Toc44001225][bookmark: _Toc35856369][bookmark: _Toc26975496][bookmark: _Toc20494469]11.2.1.2.4	notifyClearedAlarm
[bookmark: _Toc58503370][bookmark: _Toc55227658][bookmark: _Toc52356088][bookmark: _Toc51580825][bookmark: _Toc44001226][bookmark: _Toc35856370][bookmark: _Toc26975497][bookmark: _Toc20494470]11.2.1.2.4.1	Definition
This notification is generated by the MnS producer when the perceivedSeverity of an existing AlarmInformation changes to "CLEARED".
[bookmark: _Toc35856371][bookmark: _Toc26975498][bookmark: _Toc20494471][bookmark: _Toc58503371][bookmark: _Toc55227659][bookmark: _Toc52356089][bookmark: _Toc51580826][bookmark: _Toc44001227]11.2.1.2.4.2	Input parameters
	Parameter Name
	S
	Matching Information/ Information Type / Legal Values
	Comment

	objectClass
	M
	MonitoredEntity.objectClass 
	

	objectInstance
	M
	MonitoredEntity.objectInstance 
	

	notificationId
	M
	--
	

	notificationType
	M
	"notifyClearedAlarm"
	

	eventTime
	M
	AlarmInformation.alarmClearedTime
	

	systemDN	
	M
	--
	

	alarmId
	M
	AlarmInformation.alarmId
	

	alarmType
	M
	AlarmInformation.alarmType
	

	probableCause
	M
	AlarmInformation.probablaCause
	

	perceivedSeverity
	M
	AlarmInformation.perceivedSeverity
	Value shall be "CLEARED"

	correlatedNotifications
	O
	The CorrelatedNotification instances related to this AlarmInformation.
	This parameter contains references to other AlarmInformation instances whose perceivedSeverity levels are cleared as well. In this way, the perceivedSeverity level of multiple AlarmInformation instances can be cleared by one notification.

	clearUserId
	O
	AlarmInformation.clearUserId
	This parameter shall be present and contain valid information if the AlarmInformation is cleared by a clearAlarms operation request.

	clearSystemId
	O
	AlarmInformation.clearSystemId
	This parameter is present if clearUserId is present and if AlarmInformation.clearSystemId contains valid information.



[bookmark: _Toc58503372][bookmark: _Toc55227660][bookmark: _Toc52356090][bookmark: _Toc51580827][bookmark: _Toc44001228][bookmark: _Toc35856372][bookmark: _Toc26975499][bookmark: _Toc20494472]11.2.1.2.4.3	Triggering event
[bookmark: _Toc58503373][bookmark: _Toc55227661][bookmark: _Toc52356091][bookmark: _Toc51580828][bookmark: _Toc44001229][bookmark: _Toc35856373][bookmark: _Toc26975500][bookmark: _Toc20494473]11.2.1.2.4.3.1	From-state
alarmMatchedAndCleared OR clearedByProvider.
	Assertion Name
	Definition

	alarmMatchedAndCleared
	The matching-criteria-attributes of the newly generated network alarm have values that are identical (matched) with ones in one AlarmInformation in AlarmList and the perceivedSeverity of the matched AlarmInformation is not Cleared
AND
The perceivedSeverity of the newly generated network alarm is cleared.

	clearedByProvider
	Reception of a valid clearAlarms operation that identifies the subject AlarmInformation instances. This triggering event shall occur regardless of the perceivedSeverity state of the identified AlarmInformation instances.



[bookmark: _Toc58503374][bookmark: _Toc55227662][bookmark: _Toc52356092][bookmark: _Toc51580829][bookmark: _Toc44001230][bookmark: _Toc35856374][bookmark: _Toc26975501][bookmark: _Toc20494474]11.2.1.2.4.3.2	To-state
alarmInformationCleared_1 OR alarmInformationCleared_2.
	Assertion Name
	Definition

	alarmInformationCleared_1
	Case if From-state is alarmMatchedAndCleared:
The following attributes of the subject AlarmInformation are updated:
notificationId, perceivedSeverity (updated to Cleared), alarmClearedTime.

	alarmInformationCleared_2
	Case if From-state is clearedByProvider:
The following attributes of the subject AlarmInformation are updated:
notificationId, alarmClearedTime, perceivedSeverity (updated to CLEARED), alarmClearedUserId, alarmClearedSystemId.



[bookmark: _Toc58503375][bookmark: _Toc55227663][bookmark: _Toc52356093][bookmark: _Toc51580830][bookmark: _Toc44001231][bookmark: _Toc35856375][bookmark: _Toc26975502][bookmark: _Toc20494475]11.2.1.2.5	notifyAckStateChanged
[bookmark: _Toc58503376][bookmark: _Toc55227664][bookmark: _Toc52356094][bookmark: _Toc51580831][bookmark: _Toc44001232][bookmark: _Toc35856376][bookmark: _Toc26975503][bookmark: _Toc20494476]11.2.1.2.5.1	Definition
This notification is generated by the MnS producer when a the acknowledgement state of an alarm changes from "UNACKNOWLEDGED" to "ACKNOWLEDGED" or back from "ACKNOWLEDGED" to "UNACKNOWLEDGED".
[bookmark: _Toc35856377][bookmark: _Toc26975504][bookmark: _Toc20494477][bookmark: _Toc58503377][bookmark: _Toc55227665][bookmark: _Toc52356095][bookmark: _Toc51580832][bookmark: _Toc44001233]11.2.1.2.5.2	Input parameters
	Parameter Name
	S
	Matching Information/ Information Type / Legal Values
	Comment

	objectClass
	M
	MonitoredEntity.objectClass 
	

	objectInstance
	M
	MonitoredEntity.objectInstance 
	

	notificationId
	M
	--
	

	notificationType
	M
	"notifyAckStateChanged" 
	

	eventTime
	M
	AlarmInformation.ackTime
	

	systemDN	
	M
	--
	

	alarmId
	M
	AlarmInformation.alarmId
	

	alarmType
	M
	AlarmInformation.alarmType
	

	probableCause
	M
	AlarmInformation.probableCause
	

	perceivedSeverity
	M
	AlarmInformation.perceivedSeverity
	

	ackState
	M
	 AlarmInformation.ackState
	

	ackUserId
	M
	AlarmInformation.ackUserId
	The identifier of the user who acknowledged or unacknowledged the alarm.

	ackSystemId
	O
	AlarmInformation.ackSystemId
	The identifier of the system where the acknowledgement or unacknowledgement request was originated.




[bookmark: _Toc58503378][bookmark: _Toc55227666][bookmark: _Toc52356096][bookmark: _Toc51580833][bookmark: _Toc44001234][bookmark: _Toc35856378][bookmark: _Toc26975505][bookmark: _Toc20494478]11.2.1.2.5.3	Triggering event
[bookmark: _Toc58503379][bookmark: _Toc55227667][bookmark: _Toc52356097][bookmark: _Toc51580834][bookmark: _Toc44001235][bookmark: _Toc35856379][bookmark: _Toc26975506][bookmark: _Toc20494479]11.2.1.2.5.3.1	From-state
ackedByConsumer OR ackedByProvider AND alarmInformationExists.
	Assertion Name
	Definition

	ackedByConsumer
	Reception of an acknowledgeAlarms operation and a subsequent operation success return. 

	ackedByProvider
	Reception of a local (non-standard) acknowlegeAlarms equivalent operation and a subsequent operation success return.

	alarmInformationExists
	The AlarmInformation exists in AlarmList.



[bookmark: _Toc58503380][bookmark: _Toc55227668][bookmark: _Toc52356098][bookmark: _Toc51580835][bookmark: _Toc44001236][bookmark: _Toc35856380][bookmark: _Toc26975507][bookmark: _Toc20494480]11.2.1.2.5.3.2	To-state
alarmAckStateHasChanged.
	Assertion Name
	Definition

	alarmAckStateHasChanged
	The AlarmInformation.ackState of the AlarmInformation identified by from-state assertion alarmInformationExists have been updated. Specifically, the following attributes of the subject AlarmInformation are updated:
-- notificationId, ackTime, ackUserId, ackState, ackSystemId.



[bookmark: _Toc58503381][bookmark: _Toc55227669][bookmark: _Toc52356099][bookmark: _Toc51580836][bookmark: _Toc44001237][bookmark: _Toc35856381][bookmark: _Toc26975508]11.2.1.2.6	notifyComments
[bookmark: _Toc58503382][bookmark: _Toc55227670][bookmark: _Toc52356100][bookmark: _Toc51580837][bookmark: _Toc44001238][bookmark: _Toc35856382][bookmark: _Toc26975509]11.2.1.2.6.1	Definition
This notification is generated by the MnS producer when a Comment instance is added to an AlarmInformation instance in the AlarmList.
A MnS producer shall support this notification if it supports the operation setComment.
[bookmark: _Toc35856383][bookmark: _Toc26975510][bookmark: _Toc58503383][bookmark: _Toc55227671][bookmark: _Toc52356101][bookmark: _Toc51580838][bookmark: _Toc44001239]11.2.1.2.6.2	Input parameters
	Parameter Name
	S
	Matching Information/ Information Type / Legal Values
	Comment

	objectClass
	M
	MonitoredEntity.objectClass 
	

	objectInstance
	M
	MonitoredEntity.objectInstance 
	

	notificationId
	M
	--
	

	notificationType
	M
	"notifyComments"
	

	eventTime
	M
	Comment.commentTime
	

	systemDN
	M
	--
	

	alarmId
	M
	AlarmInformation.alarmId
	

	alarmType
	M
	AlarmInformation.alarmType
	

	probableCause
	M
	AlarmInformation.probableCause
	

	perceived Severity
	M
	AlarmInformation.perceivedSeverity
	

	comments
	M
	The Comment instances related to this AlarmInformation.
	



[bookmark: _Toc58503384][bookmark: _Toc55227672][bookmark: _Toc52356102][bookmark: _Toc51580839][bookmark: _Toc44001240][bookmark: _Toc35856384][bookmark: _Toc26975511]11.2.1.2.6.3	Trigger event
[bookmark: _Toc58503385][bookmark: _Toc55227673][bookmark: _Toc52356103][bookmark: _Toc51580840][bookmark: _Toc44001241][bookmark: _Toc35856385][bookmark: _Toc26975512]11.2.1.2.6.3.1	From-state
commentedByServiceprovider OR commentedByServiceprovider AND alarmInformationExists.
	Assertion Name
	Definition

	[bookmark: _Hlk19198830]commentedByServiceprovider
	Reception of a setComment operation and a subsequent operation success return. 

	commentedByServiceprovider
	Reception of a local (non-standard) setComment equivalent operation and a subsequent operation success return.

	alarmInformationExists
	The AlarmInformation is in AlarmList.



[bookmark: _Toc58503386][bookmark: _Toc55227674][bookmark: _Toc52356104][bookmark: _Toc51580841][bookmark: _Toc44001242][bookmark: _Toc35856386][bookmark: _Toc26975513]11.2.1.2.6.3.2	To-state
commentInserted.
	Assertion Name
	Definition

	commentInserted
	One Comment has been created and it is involved in a relationship with the AlarmInformation identified by from-state assertion alarmInformationExists. The following attributes of the newly created Comment instance shall be populated:

commentTime, commentText, commentUserId and commentSystemId.


[bookmark: _Toc58503387][bookmark: _Toc55227675][bookmark: _Toc52356105][bookmark: _Toc51580842][bookmark: _Toc44001243][bookmark: _Toc35856387][bookmark: _Toc26975514]11.2.1.2.7	notifyPotentialFaultyAlarmList
[bookmark: _Toc58503388][bookmark: _Toc55227676][bookmark: _Toc52356106][bookmark: _Toc51580843][bookmark: _Toc44001244][bookmark: _Toc35856388][bookmark: _Toc26975515]11.2.1.2.7.1	Definition
This notification is generated by the MnS producer when the MnS producer looses confidence in the integrity of its alarm list.
The MnS producer may then rebuilt the faulty alarm list. When the alarm List is rebuilt or confidence in the existing alarm list is re-established the MnS producer may generate a notifyAlarmListRebuilt notification.
The parameters objectClass and objectInstance are used to specify if the complete alarm list is unreliable or only parts thereof. 
The MnS consumer behaviour, on reception of this notifyPotentialFaultyAlarmList notification, is not specified. The authorized consumer behaviour is considered not essential for the specification of the interface itself. However, the following are recommended actions the uthorized consumer should take, in case it receives this notification.
1)	The uthorized consumer should not perform any task requiring the integrity of the AlarmInformation identified as faulty or unreliable by the subject notification.
2)	The uthorized consumer should not invoke operations that require integrity of the AlarmList such as getAlarmList., acknolwedgeAlarms operations.
[bookmark: _Toc35856389][bookmark: _Toc26975516][bookmark: _Toc58503389][bookmark: _Toc55227677][bookmark: _Toc52356107][bookmark: _Toc51580844][bookmark: _Toc44001245]11.2.1.2.7.2	Input parameters
	Parameter Name
	S
	Matching Information/ Information Type / Legal Values
	Comment

	objectClass
	M
	It identifies 
the class of the instance identified by systemDN or 
the class of MonitoredEntity.
	Identifies, together with the objectInstance parameter, the part of the alarm list that is not reliable.

If this paramter specifies the class of the instance carried in systemDN, then all AlarmInformation instances in the AlarmList may not be reliable.

If this parameter specifies some class represented by MonitoredEntity, then a subset of the AlarmInformation instances in the AlarmList is not reliable.

	objectInstance
	M
	It identifies 
the instance identified by systemDN or 
an instance of MonitoredEntity.
	Identifies, together with the objetClass parameter, the part of the alarm list that may not be reliable.

If this parameter is equal to the instance carried in systemDN, then all AlarmInformation instances in the AlarmList may not be reliable.

If this parameter is equal to some instance represented by MonitoredEntity, then only AlarmInformation related to this instance and its descendants may not be reliable.

	notificationId
	M
	--
	

	notificationType
	M
	"notifyPotentialFaultyAlarmList"
	

	eventTime
	M
	--
	Time when the MnS producer lost confidence in the integrity of the alarm list

	systemDN
	M
	--
	

	reason
	M
	[bookmark: OLE_LINK3]"serviceprovider-NE communication error", " serviceprovider restarts", "indeterminate". Other values can be added.
	Reason why the MnS producer has to rebuild its AlarmList. 



[bookmark: _Toc58503390][bookmark: _Toc55227678][bookmark: _Toc52356108][bookmark: _Toc51580845][bookmark: _Toc44001246][bookmark: _Toc35856390][bookmark: _Toc26975517]11.2.1.2.7.3	Trigger event
[bookmark: _Toc58503391][bookmark: _Toc55227679][bookmark: _Toc52356109][bookmark: _Toc51580846][bookmark: _Toc44001247][bookmark: _Toc35856391][bookmark: _Toc26975518]11.2.1.2.7.3.1	From-state
faultyAlarmListDetected.
	Assertion Name
	Definition

	faultyAlarmListDetected
	Service providerMnS producer detects faults in part or whole of its AlarmList. 



[bookmark: _Toc58503392][bookmark: _Toc55227680][bookmark: _Toc52356110][bookmark: _Toc51580847][bookmark: _Toc44001248][bookmark: _Toc35856392][bookmark: _Toc26975519]11.2.1.2.7.3.2	To-state
faultyAlarmList
	Assertion Name
	Definition

	faultyAlarmList
	Service providerMnS producer initiates the AlarmList rebuild process. 



[bookmark: _Toc58503393][bookmark: _Toc55227681][bookmark: _Toc52356111][bookmark: _Toc51580848][bookmark: _Toc44001249][bookmark: _Toc35856393][bookmark: _Toc26975520]11.2.1.2.8	notifyChangedAlarmGeneral
[bookmark: _Toc58503394][bookmark: _Toc55227682][bookmark: _Toc52356112][bookmark: _Toc51580849][bookmark: _Toc44001250][bookmark: _Toc35856394][bookmark: _Toc26975521]11.2.1.2.8.1	Definition
This notification is generated by the MnS producer when one or more of the following attributes of an AlarmInformation instance in the AlarmList changes its value: perceivedSeverity, backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector. From the attributes listed above, only those that changed value shall be included in the notification.
The notification parameters depend on the alarmType and are different for non-security and security alarms. 
[bookmark: _Toc35856395][bookmark: _Toc26975522][bookmark: _Toc58503395][bookmark: _Toc55227683][bookmark: _Toc52356113][bookmark: _Toc51580850][bookmark: _Toc44001251]11.2.1.2.8.2	Input parameters for notifications related to non-security alarms
The notifyChangedAlarmGeneral notification is defined by Table 11.2.1.2.8.2-1, if the alarmType is equal to "Communications Alarm", "Processing Error Alarm", "Environmental Alarm",, "Quality Of Service Alarm" or "Equipment Alarm".
Table 11.2.1.2.8.2-1: Input parameters for notifications related to non-security alarms
	Parameter Name
	S
	Matching Information/ Information Type / Legal Values
	Comment

	objectClass
	M
	MonitoredEntity.objectClass 
	

	objectInstance
	M
	MonitoredEntity.objectInstance 
	

	notificationId
	M
	-- 
	

	notificationType
	M
	"notifyChangedAlarmGeneral"
	

	eventTime
	M
	AlarmInformation.alarmChangedTime
	

	systemDN
	M
	--
	

	alarmId
	M
	AlarmInformation.alarmId
	

	alarmType
	M
	AlarmInformation.alarmType
	

	probableCause
	O
	AlarmInformation.probableCause
	

	specificProblem
	O
	AlarmInformation.specificProblem
	

	perceivedSeverity
	O
	AlarmInformation.perceivedSeverity
	

	backedUpStatus
	O
	AlarmInformation.backedUpStatus
	

	backUpObject
	O
	MonitoredEntity.objectInstance 
	The DN of the back up object. The object is identified by relation-BackUpObject-AlarmInformation of the new AlarmInformation.

	trendIndication
	O
	AlarmInformation.trendIndication
	

	thresholdInfo
	O
	AlarmInformation.thresholdInfo
	

	correlatedNotifications
	O
	Set of CorrelatedNotification related to this AlarmInformation.
	

	stateChangeDefinition
	O
	AlarmInformation.stateChange 
	

	monitoredAttributes
	O
	AlarmInformation.monitoredAttributes
	

	proposedRepairActions
	O
	AlarmInformaton.proposedRepairActions
	

	additionalText
	O
	AlarmInformation.additionalText
	

	additionalInformation
	O
	AlarmInformation.additionalInformation
	

	rootCauseIndicator
	O
	alarmInformation.rootCauseIndicator
	

	changedAlarmAttributes
	O
	LIST OF SEQUENCE <AttributeName, OldAttributeValue>
	The changed alarm attributes (name/value pairs) (with old values).



[bookmark: _Toc58503396][bookmark: _Toc55227684][bookmark: _Toc52356114][bookmark: _Toc51580851][bookmark: _Toc44001252][bookmark: _Toc35856396][bookmark: _Toc26975523]11.2.1.2.8.3	Input parameters for notifications related to security alarm
The notifyChangedAlarmGeneral notification is defined by Table 11.2.1.1.4.2a-1, if the alarmType is equal to "Integrity Violation", "Operational Violation", "Physical Violation", "Security Service or Mechanism Violation" or "Time Domain Violation".
Table 11.2.1.2.8.3-1: Input parameters for notifications related to security alarms
	Parameter Name
	S
	Matching Information/ Information Type / Legal Values
	Comment

	objectClass
	M
	MonitoredEntity.objectClass 
	

	objectInstance
	M
	MonitoredEntity.objectInstance
	

	notificationId
	M
	--
	

	notificationType
	M
	"notifyChangedAlarmGeneral".
	

	eventTime
	M
	AlarmInformation.alarmChangedTime
	

	systemDN
	M
	-- 
	

	alarmId
	M
	AlarmInformation.alarmId
	

	alarmType
	M
	AlarmInformation.alarmType
	

	probableCause
	O
	AlarmInformation.probableCause
	

	perceivedSeverity
	O
	AlarmInformation.perceivedSeverity
	

	correlatedNotifications
	O
	Set of CorrelatedNotification related to this AlarmInformation.
	

	additionalText
	O
	AlarmInformation.additionalText
	

	additionalInformation
	O
	AlarmInformation.additionalInformation
	

	rootCauseIndicator
	O
	alarmInformation.rootCauseIndicator
	

	serviceUser
	M
	AlarmInformation.serviceUser
	This may contain no information if the identify of the service-user (requesting the service) is not known.

	serviceProvider
	M
	AlarmInformation.serviceProvider
	This shall always identify the service-provider receiving a service request, from serviceUser, that provokes the security alarm. 

	securityAlarmDetector
	M
	AlarmInformation.securityAlarmDetector
	This may contain no information if the detector of the security alarm is the serviceProvider.

	changedAlarmAttributes
	O
	LIST OF SEQUENCE <AttributeName, OldAttributeValue>
	The changed alarm attributes (name/value pairs) (with old values).



[bookmark: _Toc58503397][bookmark: _Toc55227685][bookmark: _Toc52356115][bookmark: _Toc51580852][bookmark: _Toc44001253][bookmark: _Toc35856397][bookmark: _Toc26975524]11.2.1.2.8.4	Trigger event
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alarmMatched AND alarmNotCleared AND alarmChanged.
	Assertion Name
	Definition

	alarmMatched
	The matching-criteria-attributes of the newly generated network alarm has values that are identical (matches) with ones in one AlarmInformation in AlarmList. 

	alarmChanged
	One or more of perceivedSeverity, backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector of the newly generated network alarm and of the matched AlarmInformation are different. 



11.2.1.2.8.4.2	To-state
informationUpdate.
	Assertion Name
	Definition

	informationUpdate
	The AlarmInformation identified in alarmMatched in from-state has been updated according to the following rules: perceivedSeverity, backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector is updated;
notificationId is updated;
alarmChangedTime is updated;
ackTime, ackUserId and ackSystemId are updated to contain no information;
ackState is updated to "unacknowledged";
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